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6. Accountable Roles 

Department Heads shall ensure that servers and/or software which are managed by their staff are 
compliant with this policy. 

Service Operational Managers shall ensure that servers and software  which support their service are 
compliant with this policy, but may delegate operational activities to members of their Service Virtual 
Teams. 

Service Operational Managers will ensure that the responsibilities of System Custodians as defined 
within the Information Security Policy, secondary policies and guidelines will be met. 

Service Owners are ultimately accountable for the security of their service. 

7. Definitions 

See Glossary

/informationsecurity/policy/public-policy/Glossary
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8.4. Review 

9. Alternative approaches to manage a vulnerability shall be reviewed regularly to ensure that they 
remain suitable and effective. 

9. Sanctions 

This policy statement does not form part of a formal contract of employment with UCL, but it is a 
condition of employment that employees will abide by the regulations and policies made by UCL. 


