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• all projects involving the use of personal data must be registered with the Data Protection 
team (see here and here for further information and a link to the registration form);  
 

• you should ensure that your students are familiar with current UCL data protection policies 
and procedures, including our Data Protection Policy and our IT Security Policy. Key policies 
are listed here, and outline key technical and other security measures that must be taken in 
relation to personal data; and 
 

• staff and students must comply with our ‘Guidance for researchers on the implications of 
GDPR and DPA 2018’ and our ‘Guidance for Researchers on Appropriate Safeguards under 
the General Data Protection Regulation and the Data Protection Act 2018’. These guidance 
documents explain key concepts such as: 
 

• the different types of personal data;  
 

• the legal basis for processing to be used in a research context; 
 

• the provision of privacy notices;  
 

 

https://www.ucl.ac.uk/legal-services/research/research-activities
https://www.ucl.ac.uk/legal-services/research
https://www.ucl.ac.uk/legal-services/policies
https://www.ucl.ac.uk/legal-services/ucl-general-data-protection-regulation-gdpr/gdpr-online-training
https://moodle.ucl.ac.uk/course/view.php?id=35689
https://moodle.ucl.ac.uk/course/view.php?id=4585
https://www.ucl.ac.uk/legal-services/guidance/general-data-protection-regulation-gdpr/gdpr-anonymisation-pseudonymisation
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Anonymised data, where the data subject is not identifiable, will not fall within the scope of data 
protection legislation. You should always consider whether students may carry out research using 
anonymised data rather than personal data.  Please see UCL’s guidance on anonymisation and 
pseudonymisation here for further information. 
 

(v) Arrange regular meetings with students 
 
As their supervisor, you will need to arrange regular meetings with your students to ensure that they 
are processing personal data in accordance with data protection legislation and UCL policies and 
procedures. You must discuss their approach to data protection at the beginning of the project and 
at regular stages after this so that any high-risk processing activities may be identified and dealt 
with as soon as possible. 
 
 
 
D. Further guidance 
 
We hope that you find this guidance helpful. If you require any further information on the issues 
raised in this document, please use the following contact details: 
 

• for data protection enquiries, please contact the data protection team at data-
protection@ucl.ac.uk; or  

• for ethics enquiries, please contact the ethics team at ethics@ucl.ac.uk.  

https://www.ucl.ac.uk/legal-services/guidance/general-data-protection-regulation-gdpr/gdpr-anonymisation-pseudonymisation
mailto:data-protection@ucl.ac.uk
mailto:data-protection@ucl.ac.uk
mailto:ethics@ucl.ac.uk

